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Abstract: Aimed at the problem that it’s difficult to evaluate oppressive jamming effectiveness in the 
combat of electronic countermeasure, an evaluation method of jamming effectiveness based on radar 
detection probability was proposed. Combined with radar distance formula and jamming equation, the 
models of radar detection probability with jamming and without jamming were established respectively. 
After imitating the combat scenarios of self-defense jamming and support jamming, setting radar parameters 
and jammer parameters, the changes of radar detection probability of three targets with different radar cross 
section (RCS) were simulated and analyzed in the pattern of oppressive jamming. The results show that 
oppressive jamming could reduce radar detection distance and detection probability, decline radar detection 
performance largely. 
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1. Introduction 

Oppressive jamming is one of the main jamming patterns in the field of electronic countermeasures, 
which mainly utilizing the equipment of electronic countermeasures, launching jamming signal, disturbing 
the normal work process of radar, and achieving the purpose of destroying radar detection performance. 
Therefore, it’s an important means of measuring radar detection ability to evaluate the jamming effectiveness 
of oppressive jamming accurately. 

The research of jamming effectiveness evaluation based on radar detection range has achieved good 
achievement. References [1-4] studied the changes of radar detection range in the condition of oppressive 
jamming, eventually analysed and evaluated the jamming effectiveness. References [5] combined radar 
distance formula and jamming equation, putting forward two kinds of jamming suppression factor to 
evaluate jamming effectiveness. References [6-7] analysed jamming effectiveness based on the antenna gain 
of radar. The above-mentioned literatures are lack of considering the influence on radar detection probability 
from oppressive jamming, and there is not research on radar detection probability as the indicator of 
jamming effectiveness evaluation [8] yet. 

In view of this, this paper put forward the method of jamming effectiveness evaluation based on radar 
detection probability. Through establishing the model of radar detection probability with or without jamming,  
to compare and study the changes of radar detection probability in self-defense jamming condition and 
support jamming condition, and then to evaluate the effectiveness of oppressive jamming. 

2. The model based on detection probability 

2.1. Signal-to-noise ratio (SNR) 

Radar detection distance without jamming [9] is 
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In equation (1), the specific meaning of different parameters is: 
tP : The power of the radar transmitter; tG : The gain of the radar send antenna; rG : The gain of the 

radar receive antenna;  : Radar cross section of target;  : Wavelength of the electromagnetic 
wave; k :Boltzmann constant; 0T : Receive temperature; nB : Noise bandwidth; nF : Noise coefficient; sL : 

Radar system loss;  min
S N : The sensitivity of radar receiver. 

Equation (1) is transformation for signal-to-noise ratio (SNR) [8], namely, 
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2.2. Signal-to-jamming ratio (SJR) 
Radar detection distance with jamming [2] [6] is 
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jR : The distance between radar and the jammer; jP : Radiation power of jammer; jG : Antenna gain of 

jammer;  rG  : Receiving gain of radar under the jamming;  : The angle between the line of target and the 

line of radar to jammer; jT : Jammer loss; j : Polarization Loss;  min
S J : The minimal SJR; jf : Jamming 

bandwidth; rf : Transmit signal bandwidth of radar. 
Equation (3) is transformation for SJR [8], namely, 
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In equation (4), when the radar is under the jamming, it’s receiving gain [1] [8] [10] is: 
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Where: 
0.5 is radar horizontal beam width; K is a constant, usually 0.04~0.1, and K=0.1 in simulation. 

When noise jamming is adopted, jamming and system noise [8] will be added: 

   
1

1 1
S

N J S N S J


 
                                                              (6) 

2.3. Detection probability  
The probability of false alarm defined as the probability that a sample of targets, R of the 

signal  r t will exceed the threshold voltage when noise alone is present in the radar.  The formulation [11] 

is represented as: 
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Detection probability dP is the probability that a sample of targets, R of  r t will exceed the threshold 
voltage in the presence of noise and target signal. This is expressed as: 
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Given the assumption that the signal from the radar has the form of a sine wave with amplitude, A and 
power =A

2/2, 
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The equation of detection probability becomes [11]: 
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Where Q known as Marcum’s Q-function [11-12] and expressed as:  
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North approximated detection probability [11] [13] as: 
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The complementary error function erf is expressed as: 
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Combined with equation (6) and equation (13), when the radar will be in jamming conditions, detection 
probability with jamming is: 
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3. Simulation and analysis 

3.1. Parameter settings 

Radar parameter settings are as follows： 
Table 1 Radar parameters setting 

Radar parameters Values 
 Transmit Power/kw 

Antenna Gain/dB 
Boltzmann constant/J/K 
Receive temperature/K 

Receive bandwidth/MHz 
Noise Coefficient/dB 

System Loss/dB 
The probability of false alarm 

100 
35 

1.38×10-23 

290 
5 
3 
5 

1×10-6 

Jammer parameter settings are as follows: 
Table 2 Jammer parameter setting 

Jammer parameters Values 
Jamming Power/w 

Jamming Antenna Gain/dB 
Jamming Band Width/MHz 

Polarization Loss 
Jammer Loss/dB 

100 
10 
20 
0.5 
4 
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3.2. Self-defense jamming 

Considering scenario shown in figure 1. 

target（jammer）

radar

RJ

RT

 
 Fig. 1: Self-defense jamming scenarios 

The target airplane released the jamming signal to protect its own safety after detecting the threat from 
the ground radar. The jamming signal mainly entered the main lobe of radar, suppressing and shrinking radar 
detection range, reducing radar detection performance, and enhancing its own penetration survivability.    

On the basis of the above operational scenarios, assumed that the target RCS is 10dBsm, 15dBsm and 
20dBsm respectively, and combined with equation (2), the SNR change of three targets in the different space 
distance would be got, it is showed in fig 2. 

 

Fig. 2: Signal-to-noise ratio of the different distance  
From fig.2, the SNR change range of three targets is -10dB~250dB on the different distances. And at 

the same distance, the smaller the target RCS would be, the lower SNR is. Besides, SNR will be lower when 
the space distance gets farther. 

Combined with equation (2) and equation (13), Radar detection probability of three kinds of targets 
could be simulated and calculated on the different distances. The result is showed in Fig.3. 

 

 Fig. 3: Radar detection probability of the different distance in the absence of jamming condition 
As shown in Fig. 3, when the target RCS is 10dBsm, the maximum detection range of radar is about 

47.5km; when the target RCS is 15dBsm, the maximum detection range of radar is about 63.4km; when the 
target RCS is 20dBsm, the maximum detection range of radar is about 84.6km.Obviously, the smaller the 
target RCS is, the shorter the maximum detection of radar would be, and radar detection range gets smaller. 

Analyzing equation (3), jamming type mainly is self-defense jamming and escort jamming when 
 rG   is equal to rG , namely, the jamming signal enters the main lobe of radar, so Fig.4 is showed 
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responding the SJR change of the different distance. Making use of the function relationship of SJR and 
detection probability, Radar detection probability with jamming was simulated, as Fig.5 showed. 

 

Fig. 4: Signal-to-jamming ratio of the different 
distance                                                              

Fig.5 Radar detection probability of the different 
distance in jamming condition 

From the analysis of Fig.4, the SJR change of three targets is -50dB~70dB on the different distances. 
And the SJR is decreasing function of the distance. And Fig.5 indicated that radar detection probability of 
three targets is reduced obviously, and due to jamming signal into the main lobe of radar, at this time radar 
detection probability is mainly on the direction of radar main lobe. Apparently, it’s possible to achieve the 
jamming purpose when the jamming distance of targets will be about 3km. In a word, the target can not only 
protect itself in self-defense jamming condition, but also can cover other targets in escort-support jamming 
condition.  

Comparing and analyzing Fig.3 and Fig.5, which can draw the following conclusions: 
1) When jamming signal entered the main lobe of radar, jamming effectiveness is the best, and the 

smaller the target RCS is, the better jamming efficacy would be. 
2) Targets with self-defense jamming condition, radar detection distance reduced three orders of 

magnitude. Significantly, self-defense jamming could reduce radar detection range, and decline radar 
detection probability. 

3.3. Support jamming 

Considering scenario shown in figure 6. 

target

target(jammer)

RT

RJ

θ

radar  
Fig. 6: Support jamming scenarios 

The target airplane would face the threat from the ground radar when entering radar detection region, at 
this moment the airplane with electronic jamming equipment operated with target airplane together.it is 
under the premise that ensure its own safety, for the purpose of covering target airplane, releasing the 
jamming signal into the side lobe of radar or the main lobe of radar, which could reduce radar detection 
performance, and improve the penetration ability of the target airplane.   

In order to research the effect of support jamming, according to equation (5), assumed that 0.5 is equal 
to 3 degrees, when the radar is under the jamming, its receiving gain of different jamming directions is 
shown in Fig.7. 
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Fig.7: Radar receiving gain of different jamming directions 

From fig.7, when jamming angle is around 0 degrees, radar receiving gain is the largest, and gain is 
main lobe of radar at this moment. But in the other direction of jamming, receiving gain is very small, almost 
close to 0 degrees.  

On the basis of radar receiving gain of different jamming directions, combined with radar detection 
probability formula of jamming condition, obtained radar detection probability of three targets on different 
angles when making sure the corresponding jamming distance after setting detection probability is less than 
0.9, 0.5and 0.1 respectively. Fig.8 (a) is the simulation result that target RCS is 10 dBsm; Fig.8 (b) is the 
simulation result that target RCS is 15 dBsm; and Fig.8 (c) is the simulation result of 20 dBsm. 

 
(a) RCS=10dBsm                                     (b) RCS=15dBsm                                 (c) RCS=20dBsm 

Fig. 8: Radar detection probability of different jamming directions 
As fig.8 showed, when jamming angle is around 0 degrees, radar detection probability is the lowest no 

matter how far jamming distance is. In the other angles of jamming, detection probability of jamming 
condition is lower than it is not in jamming condition. In addition, the smaller target RCS is, the shorter 
jamming distance that is to achieve the established detection probability will be. The results indicated that 
jamming distance and direction would have an important effect on jamming efficiency. In other words, when 
jamming signal enters the main lobe of radar, and the shorter jamming distance will be, the better the 
jamming efficiency is. 

For convenience of analysis, table 3 listed radar detection distance without jamming (as showed in Fig.3) 
when reaching three kinds of detection probability respectively, and table 4 is about detection distance with 
jamming.   

Table 3: Radar detection distance without jamming 
RCS/ dBsm Pd≤0.9 Pd≤0.5 Pd≤0.1 

10 
15 
20 

≥47.58 km 
≥63.42 km 
≥84.57 km 

≥53.19 km 
≥70.95 km 
≥94.64 km 

≥61.50 km 
≥81.98 km 
≥109.36 km 

In table 3, to achieve the same detection probability that required different radar detection distance 
when detecting different goal. And the larger the target RCS is, the farther radar detection distance of the 
same detection probability needed. 

Table 4: Radar detection distance with jamming 
RCS/ dBsm Pd≤0.9 Pd≤0.5 Pd≤0.1 

10 
15 
20 

≥25.84 km 
≥45.25 km 
≥77.10 km 

≥28.43 km 
≥49.60 km 
≥83.99 km 

≥32.15 km 
≥55.83 km 
≥93.61 km 
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In table 4, to reach the same detection effect without jamming, jamming distance of jammer is much 
smaller than when being not in jamming condition. 

Through comparing table 3 and table 4, the conclusion is as follows: 
1) Cover the same target in the absence of jammer, radar detection distance is far away; when covered 

by jammer, radar detection range is relatively close; this suggests that the jammer can reduce radar detection 
distance, and promote the penetration survivability of target.  

2) When considering burning through distance, radar detection probability with jamming of target at the 
same distance is smaller than without jamming.so jammer can decline radar detection probability. 

In conclusion, detection distance and detection probability of radar would go down in jamming 
condition. 

4. Conclusions 

This paper put forward a kind of jamming effectiveness evaluation method based on radar detection 
probability, and combined with radar formula and jamming equation, setting up two kinds of the model for 
radar detection probability with jamming and without jamming condition. Through imitating the combat 
scenarios of self-defense jamming and support jamming, and setting the general system of radar and jammer 
parameters, to compare and study the changes of radar detection probability for three different RCS of target 
under two kinds of jamming pattern. The conclusion is as follows:   

1) Self-defense jamming can reduce radar detection probability, and decline radar detection 
performance. And the smaller the target RCS is, the better jamming effectiveness would be.  

2) There are differences for radar detection probability in different jamming direction when being in 
support jamming condition. In the direction of the main lobe of radar, jamming effectiveness is the best and 
detection probability would be the lowest. In addition, the bigger jamming signal deviating from the main 
lobe of radar is, the higher detection probability would be, and jamming effectiveness is not ideal. At the 
same time the smaller the RCS of covering target is, the better jamming efficacy would be. 

The above-mentioned study only considered the jamming pattern, but lacking of the further study on the 
type of jammer and actual combat environment. The following study will pay more attention to the attack-
defence process of jammer and radar. Besides, this paper does not take into account the influence of pulse 
accumulation, the next step will focus on analysing the relationship between radar cumulative detection 
probabilities and jamming effectiveness. 
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