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Abstract. Rapid changes in technology have caused many changes in business conduct. At present, several 
technological revolutions are happening such as smart-city, smart-health, smart-traffic, and smart-device. The 
operations of all of these smart things are based on wireless sensor network connecting them and other 
machines together. We called them collectively as Internet of Things or IoTs. IoTs technology disrupts 
businesses and has a huge impact on all generations of humans. New technologies bring with them some 
useful functionality. However, usually, there is a gap between the full capacity of new technology and its 
utilization by users. This study explores the conceptual framework of user perspective on generation gap in 
using IoTs technology, based on Expected Disconfirmation, Educational Technology Gap, and Trust theories. 
The authors hope that this framework will benefit other researchers in terms of potential factors influencing 
IoTs technology usage continuance intention in their further research on this issue. 
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1. Introduction
In recent years, the emerging technologies pertaining to internet protocols and computing systems have

made communication between various connected devices more efficient than ever before [1]. According to 
[1], around 25–50 billion devices are expected to be connected to the Internet by 2020. These connected 
devices and the connections between them via the internet are called Internet of Things  - IoTs. Today, it is 
increasingly famous as rapid progress in the fields of ubiquitous computing, Wireless Sensor Network (WSN) 
and Machine-to-Machine (M2M) based communication [2]. The term Internet of Things  (IoTs) was coined 
in 1999 by a British technology pioneer, Kevin Ashton, to describe a system in which objects in the physical 
world could be connected to the Internet via sensors. For instance, Radio-Frequency IDentification (RFID) 
tags on pieces of products can be used to count the number of available products and their inventory can be 
tracked automatically without the need for any human actions [3]. Today, Internet of Things  is becoming a 
popular term for internet connectivity and computing capability extends to a variety of objects, devices, 
sensors, and day-to-day life items [3]. 

IoTs communication protocols can be divided into three major groups [1]: 
1. Device to Device (D2D): the protocols for the next generation of cellular networks;
2. Device to Server (D2S): the protocols for cloud processing;
3. Server to Server (S2S): the protocols for communication between servers.
The key IoTs utility factors include the capability to dynamically adapt to various connected devices

with self-adapting and self-configuring capability, allowing a large number of devices to work together. Its 
interoperable communication protocols enable efficient communication between devices and the 
infrastructure. Every IoTs device has a unique identity and unique identifiers such as an IP address or a URL. 
IoTs is integrated with information networks. It is capable of context-awareness that is based on the sensed 
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information and intelligent decision-making capability [4]. 
IoTs supports the following technologies: existing hardware platforms such as processor, clock Speed, 

bus width, system memory, communication supported, development environments, and programming 
languages; wireless communication standards such as protocols that define data exchange formats, data 
encoding, addressing schemes for devices and routing sources; cloud technology solutions such as real-time 
data capture, visualization, data analytics, decision making, and device management; and application-specific 
domains such as ―application development, device management, and system management [4]. 

Today, IoTs can be found everywhere with devices, systems, and infrastructures such as RFID, NFC, 
wireless sensor network, environment monitoring infrastructure, infrastructure monitoring application, 
supply chain management, health care, hospital information system, smart society, smart city, smart home, 
smart health, cloud service and management, sensor discovery service, big data, data filtering, social 
computing, security issue, and virtual resources (a management concept that identifies different approaches 
in the performance evaluation of edge computing devices) [1,4,5,6]. 

As mentioned above, digital technology is increasingly becoming incorporated in every product and 
process in everyday life [7]. Digital disruption is highly visible in the news and media industry. It may even 
topple large enterprises and significantly disrupt established industries [7]. The generation gap is one of the 
barriers between users and this disrupting technology. For instance, the gap between baby boomer and Gen Z 
may create different usage problems from one to the other [8,9]. Common problems in the scenario of the 
Internet of Things include connections between smart devices cannot be established in advance and some 
devices cannot be discovered [10]. Younger generations better use the latest technologies and can absorb 
their impact well [11]. Since IoTs is relatively new, a large number of surveys have identified a variety of 
security issues and challenges found in IoT systems [11]. 

The IoTs evolution has created its own security and privacy challenges. Most of these challenges come 
from the inherent vulnerabilities of IoT objects and the tight coupling of the physical world to the virtual 
world through intelligent objects [12]. Therefore, security and privacy challenges and solutions that lie ahead 
are discussed both in general and in the context of the system [13]. Privacy, trust, and sensitivity are of 
serious concerns among users of IoTs [14]. An example of good service applications that embodied ‗trust‘, 
‗privacy‘, and ‗sensitivity‘ is an assistive care service application reported in [15]. In contrast, lack of trust 
can be attributed to exclusion of users from service design choices—making their engagement with 
technology more difficult than they expected [15]. 

This study proposed a conceptual framework of user perspective on the generation gap in using IoTs. 
The conceptual framework explains the gap between generations in their satisfaction of IoTs usage and is 
based on the following ideas: Oliver's expected confirmation theory [16]; the educational technology gap 
model of Bohler et al. [17]; Ybarra and Park‘s findings of disconfirmation of person expectations of older 
and younger adults [18], and Expected disconfirmation theory (EDT) and a model of trust in technology of 
Lankton et al [19]. Next section reviews these ideas. 

2. Literature Review and Hypothesis Development 

2.1.  Expected Disconfirmation Theory 
Am Expectation Disconfirmation Theory (EDT) was proposed by Oliver R.L. in 1980 [16]. This theory 

deals with expectations and perceived performance of any product or service which can predict user 
satisfaction of them [16, 17]. This can be related to hypothesis 2 as technology  trusting  expectation 
positively influences technology trusting performance (see Fig.4). Positive or negative disconfirmation is 
directly related to better or worse performance, which can be seen in hypothesis 4 as technology trusting 
performance positively influences technology trusting disconfirmation/Gap (see Fig. 4). Both affect users‘ 
degree of satisfaction [16, 17]. A chart of Oliver's EDT is shown in Fig. 1. Technical papers that cited EDT 
are such as ―Incorporating trust-in-technology into Expectation Disconfirmation Theory” [19] that explained 
that users‘ trust in a system might affect their satisfaction and continuance intention. Another example is 
―Intimacy, familiarity and continuance intention: An extended expectation–confirmation model in web-based 
services” [20] that investigated an expectation–confirmation model (ECM) and explains why and how 
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consumers are motivated to continue to use web-based services and their satisfaction of them. These refer to 
hypothesis 5,6,7, and 10 as follows: 1) technology trusting disconfirmation and gap positively influences 
technology trusting intention; 2) technology trusting disconfirmation and gap positively influences 
technology Satisfaction 3) technology satisfaction positively influences technology trusting intention; 4) 
control variables perceived usefulness influences technology trusting intention; 5) control variables 
perceived ease of use influences technology trusting intention; and 6) technology trusting intention positively 
influences IoTs technology usage continuance intention (see Fig. 4). 
 

 
Fig. 1: Oliver‘s expected disconfirmation theory (EDT) cited by Bohler, et al., 2014. 

 
Fig. 2: The educational Technology Gap Model of Bohler, et al., 2009. 

2.2.  Educational Technology Gap Theory 
Bohler, et al. proposed an educational technology gap theory (ET) in 2009. They modified EDT by 

introducing a generation gap variable into it as shown in Fig. 2 and technology trusting disconfirmation/gap 
variable shown in Fig. 4 [17]. ET adopted EDT to explain the dissonance between the current ET usage at 
that time and the having been expected ET usage. The explanation would lead to studies of factors affecting 
‗satisfaction with technology roadmap‘ [17]. Their ET contributed to the creation of the conceptual 
framework in this study. Another contribution was from the idea of Michele Jacobsen and François 
Desjardins (2007) that “The Middle English word gap descends from the Old Norse for chasm, both of which 

denote a marked interruption of continuity. Educational technology research is framed by questions and/or 

hypotheses and is often conducted through empirical, narrative and/or descriptive means to uncover or 

revise understanding by identifying persistent trends, offering authoritative explanations, creating models, 

outlining theories, designing applications and reflecting on values, beliefs and purpose” [21]. As an aside, 
educational technology consisted of multidisciplinary activities that were enjoying a period of growth at that 
time [22]. 

2.3.  Generation Gap 
Aggarwal (2017) mentioned that the generation gap came with some serious problems observed in 

youths and their elder generations because of various factors [23]. The statistical results that Aggarwal found 
showed that there were some issues between different generations due to many reasons such as lack of 
communication, different perspectives, cultural variables, and effect of new technology [20]. Generations 
were classified as follows: baby boomers (1943-1964), generation X or Gen-Xers (1965-1977), and 
generation Y (Millennials) (1978-1990) [24]. The authors of [24], L. Lebioda and I. S. Hahn, included 
another newer generation, generation Z or Gen-Z of people born after the nineties [24]. It has been generally 
argued that there were issues in the use of information related to generation gap, and generation gap strongly 
influenced the adoption of technology and communication technologies [25]. One of the studies by Ybarra 
and Park, ―Disconfirmation of Person Expectations by Older and Younger Adults: Implications for Social 
Vigilance” [18], has helped the authors of this paper confirm the relationship between age and our 
‗technology trusting expectation‘ variable. In addition, one finding from one of Ybarra and Park‘s studies [18] 
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that ―Participants from both age groups tended to preferentially process and remember information that was 

inconsistent rather than consistent with positive expectancies. However, when the participants held negative 

expectancies about the target, they tended to preferentially remember information that was consistent rather 

than inconsistent with the expectancies. The findings suggest that both younger and older adults aim to test 

and disconfirm a belief that an unknown other has a positive character but appear to want to maintain and 

reinforce a belief that an unknown other has a negative character” also supports the same previous 
conclusion. Hypothesis 1 (age positively influences technology trusting expectation) has been developed (see 
Fig. 4). 

2.4.  Trust Theory 
Trust is an essential component of human relationship and a fundamental building block of healthy 

societies. [26]. Hill and O'Connor stated that ―Trust experts all seem to agree that trust is a state of mind that 
enables its possessor to be willing to make herself vulnerable to another-that is, to rely on another despite a 
positive risk that the other will act in a way that can harm the truster”; ―Although law and social norms can 
work to encourage "trust that" trust, it is, at best, a substitute for "trust in" trust‖; ―trust and distrust are 
assumed to lie along a unidimensional continuum, where the degree of trust is represented by the amount that 
a Player 1 is willing to send to her Player 2‖; and ―However, the relationship between trust and distrust calls 
the validity of the unidimensional characterization into question” [26]. Trust involves positive expectations 
about things hoped for [26]. Distrust involves positive expectations about things feared [26]. This refers to 
hypothesis 3as technology trusting expectation positively influences technology trusting disconfirmation/gap 
(see Fig. 3). Lewicki et al. [27] explored the integration of trust and distrust in alternative social realities. 
This research explains that the first dimension is low trust and low distrust which includes casual 
acquaintances, limited interdependence, bounded, arms-length transactions, and professional courtesy. The 
second dimension is high trust and low distrust which includes high-value congruence, interdependence 
promoted, opportunities pursued, and new initiatives. The third dimension is low trust and high distrust 
which includes undesirable eventualities expected and feared, harmful motives assumed, interdependence 
managed, pre-emption; best offense is a good defense, and paranoia. The fourth dimension is high trust and 
high distrust which includes trust but verify, relationships highly segmented and bounded, opportunities 
pursued, and down-side risks/vulnerabilities continually monitored. 

TechUK stated that the IoTs can provide more benefits to the society and economy, driving better health 
services, cleaner and safer societies, more efficient industries and stimulating new businesses. To achieve 
those benefits, IoTs will leverage unprecedented volumes of detailed, and often real-time, data [28]. In 
addition to building consumer trust with regard to data, industries must acknowledge and build trust through 
high standards of physical safety. Where everyday actions are enhanced with the use of IoTs, it is important 
that consumers feel safe and trust the digitally enabled actions [28]. Trust has been found to affect user 
adoption of many electronic services (e.g. mobile shopping, online social networks, and internet banking) 
[29]. The framework in Fig. 3 is from Lankton et al. [19] integrating expected disconfirmation theory (EDT) 
with trust in technology. Moreover, two control variables have also been found as a significant effect to 
technology trusting intention seen as usefulness and ease of use. These can relate to hypothesis 8 and 9 (see 
Fig. 4). It contributed substantially to the construction of the proposed framework in this study. 

 
Fig. 3: The integrated expected disconfirmation theory (EDT) and trust in technology [19]. 
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3. Conceptual Framework and Hypothesis 
In order to build the conceptual framework, this research employed three main theories: EDT, ET, and 

Trust theories. The following ten hypotheses were constructed shown in Fig. 4. All hypotheses generated 
above have been discussed in literature review part. 

 
Fig. 4: The conceptual Framework formulated by EDT, ET, and trust in technology. 

4. Contributions and Further Study 
This research aimed to propose a conceptual framework that can explain user perspective on the 

generation gap in using Internet of Things (IoTs) in order to find potential factors influencing  IoTs 
technology usage continuance intention. This theoretical framework is based on EDT, ET, and Trust theories, 
embodying massive prior knowledge. A suggested further study is collection of questionnaire data from 
people of various age groups representing various generations and analysis of the data by using a structural 
equation model (SEM). 
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